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Proposed Scheme

€ Our proposed scheme can identify robustly images under various coding conditions. & Feature extraction process € |dentification process (m,n) #0, for Tx,(n) < Tp(n) and X;(
€ Quantization matrices and positions in which DCT coefficients have zero values are used as features. ® (Quantization matrices and ® Eq.(1)and features are used. X (m,n) # 0, for Tx,(n ) > To(n ) and Q(m,n) — 0,
€ The features do not provide no visible information. positions of zero values are ® Client/user confirms whether Eq.(1) is satisfied at each position.
€ The property of DCT coefficients and the features allow us to provide no false negative matches. used as features. - not satisfied at all positions = Two images have same original image.
€ Simulation results demonstrate the effectiveness of the proposed scheme. ® The set of features Fy, provides - satisfied at a position = Two images have different original images.
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€ \What are target applications?

—Relating images uploaded to SNs with downloaded ones and tamper detection. and signs of coefficients

€ \What limitations do conventional schemes using signs of DCT coefficients have?

The ]‘eatures r?a_tve to be prqtected because they have visible information. mages reconstructed € Simulation condition € Simulation result
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Conclusion

_______ ¢ When X; and Q are generated from the same original ® Our proposed identification scheme for JPEG images
- Image 0;, « uses quantization matrices and the positions of zero values as features.
AEE 78] 3 [ - JQ(m,n) —0, for T.(n) < To(n) and X;(m,n) = 0, = They do not provide no visible information.
N . . . L
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— JPEG image X; ) 0 . MY and 0 N = The use of them allows us to provide no false negative matches in principle.
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