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Key Take-aways

* GAN is a promising approach for
protecting facial privacy and preserving
learnability in distributed learning.

 Other GAN-based approaches use
Differential Privacy, which are shown to
be unnecessary in our applications.

==  Model parampters
m==  Data samples

Use GAN trained on sensitive data to

generate synthetic surrogates

* Medical domain: Lung disease [Beaulieu-Jones et
al., 2017], ICU Time series [Hyland, Esteban &
Ratsch, 2017], EHR [Choi et al., 2017]

This work focus on facial images Top DeepFace matches

Top LBP matches



