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Introduction Encoding Phase Overview

3D objects are frequently stored and shared online and therefore security is essential
3D objects are encrypted to secure their content. Users may have ditferent access rights
State of the art solution: Selective Encryption [Beugnon 2018]
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Encryption Method and Hierarchical Decryption
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Encrypted | Smoothed | Zeroed
Confidential | 162.499 143.416 | 154.080
Sufficient 39.610 32.364 49.200
Transparent 9.512 6.425 11.033
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